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This study employed a descriptive cross-sectional design 
with a purposive sample of health professions students at 
Duke University. 

The participant pool was 2,048 (MD = 458; Nursing = 1,188; 
PA = 179; DPT = 223). 

A survey that included 75 items with four sections 
(demographics, knowledge about cyberincivility, 
experience/perceptions of cyberincivility, benefits of IPE 
cybercivility learning) was developed and administered 
using Qualtrics.

Our study showed that health professions students 
experienced cyberincivility and perceived incivility as a 
growing problem. 

They also recognized the need for IPE cybercivility 
learning. Students need to be educated on ethical and 
professional standards, including those that apply in 
cyberspace. 

1. De Gagne, J. C., Choi, M., Ledbetter, L., Kang, H., & Clark, 
C. M. (2016). An integrative review of cybercivility in health 
professions education. Nurse Educator, 41(5), 239-245. insert 
doi:10.1097/NNE.0000000000000264
2. Bramstedt, K. A., Ierna, B. N., & Woodcroft-Brown, V. K. 
(2014). Using SurveyMonkey(R) to teach safe social media 
strategies to medical students in their clinical years. 
Communication & Medicine, 11(2), 117-124. 
3. Walton, J. M., White, J., & Ross, S. (2015). What's on YOUR 
Facebook profile? Evaluation of an educational intervention 
to promote appropriate use of privacy settings by medical 
students on social networking sites. Medical Education Online, 
20, 28708. 

OBJECTIVES

According to the most recent study integrating literature 
on cybercivility in health professional education, strong 
evidence exists that health professional students may 
share uncivil content in cyberspace.1 Compounding this 
issue, the consensus is that students in health professions 
have little understanding of what is unethical, 
unprofessional, or illegal regarding posting in 
cyberspace.2,3 

Equally important, there is a growing need for health 
profession students to develop and enhance their 
interprofessional education (IPE) core competencies, 
some of which closely relate to cybercivility. However, 
little is known about cyberincivility in relation to IPE 
among health professions students.
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Participants’ knowledge about cybercivility 
(N = 205) correctly answered %

    M     SD
1 Sending time-sensitive information and expecting an immediate response 3.27 0.93
2 Becoming offended easily by opposing ideas posted online 3.22 0.99
3 Not responding to emails as expected 3.21 0.95
4 Blaming technology for failure of communication, assignment completion or submissions 3.0 0.93
5 Sending an email without a meaningful subject 2.94 1.01

Item Frequency

Participants’ Top 5 Experiences with Cyberincivility (N = 205)
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				Frequency										Acceptability

		25		Sending time-sensitive information and expecting an immediate response		3.27		0.93				25		Sending time-sensitive information and expecting an immediate response		3.24		1.03

		11		Becoming offended easily by opposing ideas posted online		3.22		0.99				26		Sending an email without a meaningful subject		3.21		0.99

		22		Not responding to emails as expected		3.21		0.95				22		Not responding to emails as expected		3.16		1.01

		1		Blaming technology for failure of communication, assignment completion or submissions		3.02		0.93				23		Using text acronyms or abbreviations in professional emails		2.9		1.04

		26		Sending an email without a meaningful subject		2.94		1.01				24		Using the “reply all” button at will		2.9		0.98

		9		Not doing their part in an online group activity		2.82		1.09				1		Blaming technology for failure of communication, assignment completion or submissions		2.48		0.98

		10		Posting short, terse responses that do not add meaning to the online discussion		2.77		1.15				27		Posting derogatory remarks about one’s institution in cyberspace		2.36		0.69

		23		Using text acronyms or abbreviations in professional emails		2.77		1.07				28		Posting derogatory remarks about another profession in cyberspace		2.32		0.65

		24		Using the “reply all” button at will		2.74		1.08				11		Becoming offended easily by opposing ideas posted online		2.2		0.95

		3		Working on an assignment with others (via email or Instant Messaging) when the instructor asked for individual work		2.55		1.16				20		Breaching learner privacy in cyberspace		2.13		0.44

		14		Using displays of attitude such as capitalizing or boldfacing words in an argument		2.51		1.11				21		Breaching patient privacy in cyberspace		2.13		0.43

		12		Attacking (insulting, bad mouthing, cursing, rudely criticizing) other students’ thoughts or group members’ comments in cyberspace		2.37		1.07				10		Posting short, terse responses that do not add meaning to the online discussion		1.87		1

		16		Flooding an online environment with comments or messages		2.3		1.14				8		Not participating in required postings in online discussion boards		1.81		0.88

		19		Misrepresenting one’s identity in cyberspace		2.26		1.23				9		Not doing their part in an online group activity		1.77		0.97

		5		Paraphrasing a few sentences of online material from a written source without footnoting or referencing it in a paper		2.25		1.07				14		Using displays of attitude such as capitalizing or boldfacing words in an argument		1.77		0.97

		8		Not participating in required postings in online discussion boards		2.25		1.1				16		Flooding an online environment with comments or messages		1.62		0.88

		15		Making racial, ethnic, sexual or religious insults in cyberspace		2.14		1.15				3		Working on an assignment with others (via email or Instant Messaging) when the instructor asked for individual work		1.58		0.96

		28		Posting derogatory remarks about another profession in cyberspace		2.09		1.01				5		Paraphrasing a few sentences of online material from a written source without footnoting or referencing it in a paper		1.47		0.83

		13		Being argumentative toward/ hostilely communicating with the instructor on online discussion boards or via email		2.07		0.97				12		Attacking (insulting, bad mouthing, cursing, rudely criticizing) other students’ thoughts or group members’ comments in cyberspace		1.42		0.85

		17		Using sexually suggestive words or images in cyberspace		2.07		1.09				13		Being argumentative toward/ hostilely communicating with the instructor on online discussion boards or via email		1.41		0.79

		18		Posting or distributing an offensive picture in cyberspace		2.01		1.09				19		Misrepresenting one’s identity in cyberspace		1.41		0.84

		27		Posting derogatory remarks about one’s institution in cyberspace		1.98		0.94				17		Using sexually suggestive words or images in cyberspace		1.36		0.82

		2		Falsifying/fabricating research data in cyberspace		1.9		0.92				18		Posting or distributing an offensive picture in cyberspace		1.3		0.74

		21		Breaching patient privacy in cyberspace		1.87		0.88				15		Making racial, ethnic, sexual or religious insults in cyberspace		1.27		0.72

		20		Breaching learner privacy in cyberspace		1.85		0.93				4		Using digital technology (such as text messaging) to get unpermitted help from someone during a test or examination		1.22		0.66

		4		Using digital technology (such as text messaging) to get unpermitted help from someone during a test or examination		1.58		0.87				7		Copying online material from any written source and turning it in as your own work		1.18		0.58

		7		Copying online material from any written source and turning it in as your own work		1.58		0.86				2		Falsifying/fabricating research data in cyberspace		1.17		0.54

		6		Turning in a paper obtained in large part from a website or a term paper "mill"		1.43		0.69				6		Turning in a paper obtained in large part from a website or a term paper "mill"		1.14		0.58
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				Item		Frequency

						    M		    SD

		1		Sending time-sensitive information and expecting an immediate response		3.27		0.93

		2		Becoming offended easily by opposing ideas posted online		3.22		0.99

		3		Not responding to emails as expected		3.21		0.95

		4		Blaming technology for failure of communication, assignment completion or submissions		3.0		0.93

		5		Sending an email without a meaningful subject		2.94		1.01
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